
   
 

   
 

Office 365 – Multi-Factor Authentication 

Multi-factor authentication (MFA) allows users to further secure their accounts by 

requiring users to present additional credentials when logging in. This can be as simple 

as a code sent to your mobile device, or a button press from within an app.  

Enabling MFA is one of the most effective ways to prevent any unauthorised access to 

sensitive data which may be stored within your account.  

Should you wish to have MFA enabled on your account, please log a support request. 

Should training also be required we would be happy to arrange this with you. 

After MFA has been enabled on your account, you will be presented with the following 

screen when logging into Office 365. 

 

 

As seen below, you will be able to choose which method of verification that you would 

like to use. 



   
 

   
 

 

 

 

We recommend selecting either Authentication phone or Mobile app. Authentication 

phone will send a text message to your phone, providing you with a six-digit code to 

enter with your log in attempt. The mobile app keeps these codes updated and stored 

within a secure app. This application can be downloaded from the following locations. 

iPhone: https://itunes.apple.com/gb/app/microsoft-authenticator/id983156458?mt=8 

Android: 

https://play.google.com/store/apps/details?id=com.azure.authenticator&hl=en_GB 

 

Selecting the Authentication phone option and providing your mobile phone number will 

send a code via text message. You can provide this code on the following page, shown 

below. 

https://itunes.apple.com/gb/app/microsoft-authenticator/id983156458?mt=8
https://play.google.com/store/apps/details?id=com.azure.authenticator&hl=en_GB


   
 

   
 

 

When using the mobile app, you can choose to verify your log-in with a push notification 

or a verification code.  

 

 

Follow the steps outlined in the screen below to finalise the setup of the app. 



   
 

   
 

 


